
保險代理人公司（含兼營保險代理人業務之銀

行）辦理行動服務自律規範 
依據金融監督管理委員會保險局106年5月26日保局（綜）字第10602024100號函辦理 

業經本會106年7月20日第七屆第三次理監事會議決議 
遵循金融監督管理委員會106年10月23日保局（綜）字第10602080862號函辦理後備查 

業經本會 106 年 11 月 16 日第七屆第四次理監事會議決議 
依據金融監督管理委員會 106 年 12 月 20 日保局（綜）字第 10600121870 號函辦理 
依據金融監督管理委員會 106 年 12 月 29 日金管保綜字第 10602144270 號函備查 

110 年 8 月 5日第八屆第五次理監事會議決議修訂 
依據金融監督管理委員會 110 年 11 月 19 日金管保綜字第 11004232551 號函修正後同意備查 

111 年 12 月 7 日第八屆第十次理監事會議決議修訂 
依據金融監督管理委員會 112 年 1 月 31 日金管保綜字第 1110468254 號函修正後同意備查 

113年7月16日第9屆第2次常務理監事會議修正追認 
依據金融監督管理委員會113年9月16日金管保綜字第1130424572號函同意備查 

第一條（目的） 

為發展保險代理人公司（含兼營保險代理人業務之銀行）行動服務，以強化保險代理人公司

之服務效能，提供消費者便利的保險服務並保障其權益，特訂定本自律規範。 

第二條（行動服務之業務定義） 

本自律規範所稱行動服務（下稱本服務），包含行動投保服務、行動保全服務及行動理賠服務。

所稱客戶，係指於本服務中須確認其意思表示之人（如，要保人、被保險人、受益人…等）。 

前項所稱行動投保服務係指經客戶於保險代理人公司所出具之書面（下稱確認同意書）或採

所代理之保險公司經主管機關核准之驗證方式確認同意透過業務員提供之含有觸控書寫功能

之平板電腦、手機、筆記型電腦及個人電腦等電子設備（以下簡稱行動裝置）輸入客戶要保

資料，以電子文件方式代替紙本要保書及相關文件，透過保險代理人公司與保險公司締結保

險契約之業務。 

前項確認同意書，行動裝置保險得以紙本或電子文件方式為之。 

第一項所稱行動保全服務係指經客戶於保險代理人公司所出具之確認同意書或採所代理之保

險公司經主管機關核准之驗證方式確認同意透過業務員提供之行動裝置輸入客戶辦理保全事

項資料以電子文件方式，透過保險代理人公司向保險公司申請保全服務之業務。 

前項確認同意書，得以每次書面確認方式，或以單次書面授權後續每次申請保全服務採一次

性密碼（OTP）驗證方式為之。 

第一項所稱行動理賠服務係指透過由業務員提供之行動裝置輸入客戶理賠申請資料，以電子

文件方式，透過保險代理人公司向保險公司申請理賠服務之業務。 

各會員公司應確認業務員所提供行動裝置之介面及尺寸，可清楚顯示電子文件內容，以供客

戶確實瞭解相關資訊。客戶辦理本自律規範之行動服務時，應於電子文件上應簽名處逐一親

自簽名。 

第三條（法令遵循宣示） 

各會員辦理本服務，除本自律規範規定外，並應遵守保險法、金融消費者保護法、個人資料

保護法、保險代理人管理規則、保險業務員管理規則、保險業招攬及核保理賠辦法、保險代

理人公司（含兼營保險代理人業務之銀行）電子檢核作業自律規範、保險代理人公司資訊安



全作業控管自律規範等相關法令及自律規範之規定。 

第四條（辦理行動服務之業務員應符合之條件） 

各會員辦理本服務之業務員，應符合下列條件： 

一、 須為現行有效登錄於所屬公司之業務員，如招攬之保險商品屬應通過特別測驗始得

招攬者，並應通過該項測驗合格。 

二、 應參加所屬公司辦理與本服務有關之教育訓練，並經測驗合格。 

各會員對所屬業務員因有不當招攬行為受停止招攬六個月（含）以上之處分者，自該業務員

停止招攬處分期間屆滿或撤銷登錄後重新登錄之日起六個月內，得暫停其辦理行動投保及涉

及契約權利義務變動之行動保全等服務之權限。 

前項涉及契約權利義務變動之行動保全服務包括下列保全項目： 

一、 保險單借款。 

二、 要保人終止保險契約。 

三、 要保人或受益人之變更。 

四、 展期定期保險。 

五、 減額繳清保險。 

六、 要保人住所或收費地址之變更。 

業務員如有離職、取消登錄或喪失招攬資格情事時，所屬公司應立即停止其使用本服務行動

裝置之資格及登入權限。 

各會員辦理第一項第二款之教育訓練及測驗，應留存相關紀錄以資驗證。 

第五條（辦理行動服務之控管作業程序） 

各會員辦理本服務，應訂定內部控制作業處理程序，內容應至少包括作業流程、行政控管機

制、系統控管機制、風險辨識及相對應控管機制等內容，以作為辦理本服務之準據。 

第六條（行動服務作業應遵循之事項） 

各會員辦理行動投保服務，應遵循下列事項: 

一、 業務員須使用所屬公司配給之帳號及密碼，始得登入行動裝置之作業系統內。 

二、 登入後應於行動裝置上，完成客戶要保相關資料之輸入。 

三、 由客戶瀏覽並確認要保相關資料輸入內容後，於行動裝置上親自簽名，並由客戶另於

確認同意書上簽名或採所代理之保險公司經主管機關核准之驗證方式，以確認客戶確

有透過行動裝置投保之意思。 

四、 應設置確認同意書與要保資料勾稽之控管流程。 

五、 業務員招攬過程須請要保人、被保險人提供足以辨識其身分之證明文件，並與要保書

填載內容核對無誤後於業務員報告書聲明確認。 

各會員辦理行動保全服務，應遵循下列事項： 

一、 業務員須使用所屬公司配給之帳號及密碼，始得登入行動裝置之作業系統內。 

二、 登入後於行動裝置上，完成客戶申請保全服務相關資料之輸入。 



三、 客戶瀏覽並確認申請保全服務相關資料輸入內容後，於行動裝置上親自簽名，並採以

下方式之一確認其確有透過行動裝置申請保全服務事項之意思： 

（一） 由客戶於確認同意書上簽名； 

（二） 由客戶以單次書面授權後續每次申請保全服務採一次性密碼（OTP）驗證方式； 

（三） 所代理之保險公司其他經主管機關核准之驗證方式。  

四、 選擇單次書面授權後續每次申請保全服務採一次性密碼（OTP）驗證方式之客戶，於

首次授權時及授權後透過行動裝置異動行動電話號碼時，應另以適當方式（如：電訪）

確認客戶申請保全服務之意思及聯絡資料之正確性。各會員並應留存確認紀錄供日後

查驗。客戶申請變更行動電話號碼時，各會員應以電訪、簡訊或其他方式確認號碼正

確性。 

五、 各會員應依內部作業規範審核客戶所申請項目或內容是否符合相關作業規定辦理。 

各會員辦理行動理賠服務，應遵循下列事項： 

一、 業務員須使用所屬公司配給之帳號及密碼，始得登入行動裝置之作業系統內。 

二、 登入後應於行動裝置上，完成客戶申請理賠服務相關資料之輸入。 

三、 由客戶瀏覽並確認申請理賠相關資料輸入內容後，於行動裝置上親自簽名。 

四、 各公司應採取確認客戶確有透過行動裝置申請理賠服務事項之意思，並由客戶於確認

同意書上簽名或採所代理之保險公司經主管機關核准之驗證方式，向客戶收取申請理

賠所需相關文件資料。 

五、 應建立收回申請理賠相關文件之控管機制。 

第一項第三款於辦理行動投保服務有下列情形之一者，得以客戶最初投保簽具之確認同意書

作為客戶確有透過行動裝置投（續）保之意思證明： 

一、 有約定續保條款且保險金額未異動、降低或縮減承保範圍之續保件，或三年期以下傷

害保險及健康保險於到期前完成續保且保險金額未異動、降低或縮減承保範圍之續保

件。 

二、 旅行平安險及旅遊不便險於投保三年內再次投保旅行平安險及旅遊不便險，且保險金

額未提高。 

三、 客戶曾經透過行動裝置投保財產保險，且需於最初簽具之確認同意書載明同意授權之

期間，該期間最長為三年，投保之商品範圍依「保險業辦理電子商務應注意事項」所

規定得辦理之財產保險商品為限，以利控管風險。 

第七條（行動投保作業應揭露資訊內容） 

各會員辦理行動投保服務，應依法令規定及投保險種之不同，於行動投保頁面提供相關文件

（如同意行動投保聲明事項、履行個人資料保護法告知義務內容、投保須知、要保填寫內容、

傳統型個人人壽保險契約審閱期間確認聲明書及顧客適合性鑑別暨建議書目錄摘要表等）供

保戶檢視或同意，確認輸入之內容無誤。 

前項應提供之相關文件如未於行動投保頁面呈現者，各會員應另行提供紙本。 

第八條（各會員與保險公司合作辦理行動服務業務之應遵守事項） 



各會員與保險公司合作辦理行動服務業務時，應簽訂共同合作契約明確規範權利義務。 

第九條（資訊安全控管應遵循事項） 

各會員辦理本服務之資訊安全控管，應遵循下列事項： 

一、對於業務員登入行動裝置作業系統之身分認證安全控管，應依設定密碼之安全控管作業

進行密碼設定與身分驗證。 

二、辦理本服務輸入之申請資料，須以帳戶及密碼登入後，始能查閱相關內容。 

三、前款申請資料不得儲存於行動裝置，但因連線問題無法即時回傳系統時，應將已輸入資

料檔案以 AES 加密或相當等級以上之加密方式暫存於行動裝置至多 12 小時，並不得以

任何方式轉存出，逾時將自動刪除或封鎖，以確保資訊安全。 

四、系統設定已檢核完成之申請資料不得修改，如修改則須經再次檢核始得上傳。 

五、已檢核之申請資料傳輸至主機系統時，系統應即同步刪除行動裝置留存之申請資料。 

六、業務員登入密碼應定期更換，頻率不得高於九十天，逾期未變更者，各會員應暫停其系

統登入之權限，以避免盜用之情形。 

七、明訂業務員遺失行動裝置之標準通報流程以及接獲通報後之標準處理作業流程。 

八、建立備援機制相關規範。 

九、定期檢視本服務相關資訊系統之安全性及資訊安全控管制度之有效性，並依檢視結果，

採行必要之矯正與預防措施。 

第十條（歸檔資料之保存） 

各會員對於辦理行動投保服務已歸檔儲存之電子要保書等相關資料，其保存期限不得低於契

約期滿或通知要保人不同意承保後五年。 

辦理行動保全服務已歸檔儲存之保全電子文件等相關資料，其保存期限不得低於契約期滿或

保單失效後五年。 

辦理行動理賠服務已歸檔儲存之理賠申請電子文件等相關資料，其保存期限不得低於五年。 

第十一條（客戶申訴及抱怨） 

各會員應設置免費服務專線處理客戶因本服務引發之申訴與抱怨，對客戶之申訴與抱怨應積

極進行處理，並迅速給予妥適回應。 

第十二條（保險犯罪通報） 

各會員辦理本服務，若發現有疑似保險犯罪情事，應通報財團法人金融法制暨犯罪防制中心。 

第十三條（納入內部作業程序） 

各會員辦理本服務，應將本自律規範納入內部作業程序辦理。 

第十四條（罰則） 

各會員公司違反本自律規範，經查核屬實者，得經本會理監事會決議後視情節輕重予以處分。 

本會未依前項規定申報或處理者，主管機關得為必要之處置。 



各會員之業務員（含電話行銷人員）或業務主管有違反本自律規範之情事者，其所屬公司應

依據「保險業務員管理規則」相關規定予以懲處，並函報本會備查。 

第十五條（施行程序） 

本自律規範由中華民國保險代理人商業同業公會訂定，經本會理監事會議通過，報主管機關

備查後施行，修正時亦同。 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



保險代理人公司（含兼營保險代理人業務之銀行）辦理行動服務自律規範條文

修正對照表 

修正條文 原規定 說明 

第 3條（法令遵循宣示） 

各會員辦理本服務，除本自

律規範規定外，並應遵守保

險法、金融消費者保護法、

個人資料保護法、保險代理

人管理規則、保險業務員管

理規則、保險業招攬及核保

理賠辦法、保險代理人公司

(含兼營保險代理人業務之

銀行)電子檢核作業自律規

範、保險代理人公司資訊安

全作業控管自律規範等相關

法令及自律規範之規定。 

第 3條 

各會員辦理本服務，除本自

律規範規定外，並應遵守保

險法、金融消費者保護法、

個人資料保護法、保險代理

人管理規則、保險業務員管

理規則、保險業招攬及核保

理賠辦法、保險代理人公司

(含兼營保險代理人業務之

銀行)電子簽署作業自律規

範、保險代理人公司資訊安

全作業控管自律規範等相關

法令及自律規範之規定。 

配合後續將修正保險代理人

公司(含兼營保險代理人業

務之銀行)電子檢核作業自

律規範名稱，修正本條內

容。 

第 9條（資訊安全控管應遵

循事項） 

各會員辦理本服務之資訊安

全控管，應遵循下列事項： 

一、對於業務員登入行動裝

置作業系統之身分認證安全

控管，應依設定密碼之安全

控管作業進行密碼設定與身

分驗證。 

二、辦理本服務輸入之申請

資料，須以帳戶及密碼登入

後，始能查閱相關內容。 

三、前款申請資料不得儲存

於行動裝置，但因連線問題

無法即時回傳系統時，應將

已輸入資料檔案以 AES 加密

或相當等級以上之加密方式

暫存於行動裝置至多 12 小

時，並不得以任何方式轉存

出，逾時將自動刪除或封

鎖，以確保資訊安全。 

四、系統設定已檢核完成之

申請資料不得修改，如修改

第 9條(資訊安全控管應遵

循事項） 

各會員辦理本服務之資訊安

全控管，應遵循下列事項： 

一、對於業務員登入行動裝

置作業系統之身分認證安全

控管，應依設定密碼之安全

控管作業進行密碼設定與身

分驗證。 

二、辦理本服務輸入之申請

資料，須以帳戶及密碼登入

後，始能查閱相關內容。 

三、前款申請資料不得儲存

於行動裝置，但因連線問題

無法即時回傳系統時，應將

已輸入資料檔案以 AES 加密

或相當等級以上之加密方式

暫存於行動裝置至多 12 小

時，並不得以任何方式轉存

出，逾時將自動刪除或封

鎖，以確保資訊安全。 

四、系統設定已簽署完成之

申請資料不得修改，如修改

配合保險代理人管理規則第

34 條修法，修正本條第 4

款、第 5款內容。 

 



則須經再次檢核始得上傳。 

五、已檢核之申請資料傳輸

至主機系統時，系統應即同

步刪除行動裝置留存之申請

資料。 

六、業務員登入密碼應定期

更換，頻率不得高於九十

天，逾期未變更者，各會員

應暫停其系統登入之權限，

以避免盜用之情形。 

七、明訂業務員遺失行動裝

置之標準通報流程以及接獲

通報後之標準處理作業流

程。 

八、建立備援機制相關規

範。 

九、定期檢視本服務相關資

訊系統之安全性及資訊安全

控管制度之有效性，並依檢

視結果，採行必要之矯正與

預防措施。 

則須經再次簽署始得上傳。 

五、已簽署之申請資料傳輸

至主機系統時，系統應即同

步刪除行動裝置留存之申請

資料。 

六、業務員登入密碼應定期

更換，頻率不得高於九十

天，逾期未變更者，各會員

應暫停其系統登入之權限，

以避免盜用之情形。 

七、明訂業務員遺失行動裝

置之標準通報流程以及接獲

通報後之標準處理作業流

程。 

八、建立備援機制相關規

範。 

九、定期檢視本服務相關資

訊系統之安全性及資訊安全

控管制度之有效性，並依檢

視結果，採行必要之矯正與

預防措施。 

 

 

 


